
Aufgaben zu Zahlentheorie/Kryptographie 1

Diophantische Gleichungen

A1:
Zerlege die Zahlen in Primfaktoren und bestimme damit den ggT. Bestimme dann nochmal
den ggT mit dem Euklidschen Algorithmus.
a. a = 315, b = 693 b. a = 336, b = 264

A2:
Berechne mit dem Euklidischen Algorithmus:
a. ggT(150, 54) b. ggT(300, 468) c.ggT(44, 18) d. ggT(992, 999)

A3:
Berechne den ggT der Zahlen a und b und stelle ihn in der Form ax+ by dar.
a. a = 531, b = 93 b. a = 753, b = 64

A4:
Bestimme - falls möglich - eine Lösung (x/y) der angegebenen Gleichung:
a. 96x+ 66y = 6 b.96x+ 66y = 18
c. 119x+ 143y = 4 d. 91x+ 35y = 12.

A5:
Vereinfache die Gleichung und finde möglichst viele Lösungen:
a. 42x+ 126y = 84 b. 81x+ 54y = 27 c. 77x+ 121y = 44

Kongruenzen

A6:
Berechne den Elferrest von 200, 500, 700, 1000 und 1000000.

A7:
Berechne: a. (34 + 97) mod 3 b. (−13− 25) mod 4 c. (587 + 5457803) mod 5
d. (15 · 91) mod 11 e. (658 · 49) mod 7 f. (12508 · 5093) mod 10
g. 73 mod 3 h. 5100 mod 4 i. 5100 mod 6

A8:
Berechne: a. 22, 24, 28, 212, 2100 mod 3. b. 24, 220, 2100, 21001 mod 5.
c. 23, 220, 2100 mod 7 d. 320 mod 5

A9:
a. Untersuche, welchen Rest Quadratzahlen modulo 10 haben können.
b. Zeige, dass 25036008 keine Quadratzahl sein kann.

A10:
Wende die Teilbarkeitsregeln für 2-12 auf folgende Zahlen an:
a. 1540 b. 1623272 c. 13678500 d. 123456789

A11:
Begründe, dass folgende Teilbarkeitsregeln falsch sind:
a. Eine Zahl ist genau dann durch 8 teilbar, wenn die aus ihren letzten beiden Ziffern
gebildete Zahl durch 8 teilbar ist.
b. Eine Zahl ist genau dann durch 24 teilbar, wenn sie durch 4 und durch 6 teilbar ist.
c. Eine Zahl ist genau dann durch 4 teilbar, wenn ihre Quersumme durch 4 teilbar ist.

A12:
Bestimme möglichst alle ganzzahligen Lösungen x der folgenden Gleichungen:
a. 5 + x ≡ 2 mod 7 b. 5 · x ≡ 2 mod 7
c. 5 · x ≡ 2 mod 10 d. −34 ≡ x mod 5

A13:
Beweise die folgenden Aussagen:
a. Wenn a ≡ b mod m und c ≡ d mod m, dann a+ c ≡ b+ d mod m.
b. Wenn a ≡ b mod m, dann −a ≡ −b mod m.
c. Wenn a ≡ b mod m und b ≡ c mod m, dann a ≡ c mod m.

Restklassen

A14:
Bestimme mit dem erweiterten Euklidschen Algorithmus:

a.
5

33
in Z37. b.

7

20
in Z89.

A15:
Bestimme mit dem kleinen Satz von Fermat:
a. 4−11 in Z13. b. 631 in Z29. c. 632 in Z29.

A16:
Berechne in Z23 die folgenden Brüche:

a.
1

5
21 b.

1

10
13 c.

7

10
12 d.

7

22

A17:
Prüfe, ob die angegebene Zahl eine Primitivwurzel ist:
a. 4 in Z13 b. 6 in Z13
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Diffie-Hellman

A18:
a. Alice und Bob vereinbaren die Primzahl p und die Primitivwurzel g. Alice wählt a, Bob
wählt b. Welche Zahlen sind öffentlich und wie heißt der gemeinsame Schlüssel?
a. p = 7, g = 3, a = 3, b = 4. b. p = 23, g = 7, a = 15, b = 17.

A19:
Alice und Bob vereinbaren p = 11 und g = 2. Alice schicht an Bob A = 5 und Bob
meldet an Alice B = 8. Da die Zahlen klein sind, kann die Diffie-Hellman Verschlüsselung
geknackt werden. Wie heißt der Schlüssel K?

RSA

A20:
Bob wählt p , q und Verschlüsselungsexponent e. Warum ist e ein zulässiger Verschlüs-
selungsexponent? Wie heißt der öffentliche, wie der private Schlüssel von Bob? Alice will
an Bob die Nachricht n verschlüsselt übermitteln. Welche Zahl schickt sie an Bob? Wie
entschlüsselt Bob die Nachricht?
a. p = 3, q = 11, e = 7, n = 6. b. p = 7, q = 11, e = 47, n = 2

Quadratzahlen:
11-121 12-144 13-169 14-196 15-225 16-256 17-289 18-324 19-361 20-400 21-441 22-484
23-529 24-576 25-625 26-676 27-729 28-784 29-841 30-900


